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Cyber Ransomware Attacks on the Rise! 

Add Cybersurance™ to your
Agents’ Errors and Omissions 
policy to get the service you 
need for ransomware attacks!

According to the 2016-2017 Global Application and Network Security Report[1], the most 

prevalent cyber threat is having your computer locked up via ransomware. In 2016, 

extortion threats were on the rise and 41% of organizations identified ransom as  the 

greatest cyber threat facing their organization. Agents need safeguards and coverage

to minimize the chances of having their computers held for ransom. 

Keeping software up-to-date, using network detection tools and blocking controls, and 

resisting phishing attempts can help protect your organization, but there are no guarantees.

Our Agents’ Errors and Omissions (E&O) Cybersurance™ form provides a $5,000 sublimit 

for ransomware support services. These services are performed by a computer consultant 

who will attempt to free your system from the ransomware. If successful, this would allow 

you to regain access to your system.

For more information, contact your Utica National E&O agency representative
or visit www.uticanational.com/EO for agent contact information. 

Here for you, all ways!
 [1] Global Application and Network Security Report 2016-2017. Radware, January 2017.

This summary represents an outline of coverage available from the companies of the Utica National Insurance Group.
No coverage is provided by this summary. All coverages are individually underwritten.Coverage availability,

terms, and conditions are dictated by the policy and may vary by state. In the event of a loss,
the terms of the policy issued will determine the coverage provided. For questions

on coverages, contact your independent agent.


